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This week the Senate Intelli-
gence Committee, which I chair,
met to further investigate the na-
tional security implications of ad-
vanced satellite technology ex-
ports to China, as well as covert
Chinese efforts to influence U. S.
policy.

While most of our hearings
have been held in closed session
to protect sensitive intelligence
sources and methods, as well as
information pertaining to two on-
going criminal investigations, I
am pleased that we were able to
hold a public hearing on July 15,
to consider a subject of great sig-
nificance to our investigation.  We
examined how effectively the U.
S. government monitors the inter-
action between U. S. and Chinese
aerospace companies before, dur-
ing, and after a U. S. satellite is
launched aboard a Chinese rocket,
and how the U. S. tracks and safe-
guards sensitive U. S. technology
in the process.

As part of the Committee’s
investigation, we have uncovered
what I believe to be systemic prob-
lems with U. S. export policies,
including flaws in the process for
screening license applications and
the episodic and uncoordinated
involvement of the national secu-
rity community. As our investiga-
tion continues, we will examine
all satellite exports to China and
associated national security issues
and I expect that we will develop
further recommendations to bet-
ter safeguard sensitive U. S. tech-
nology.

The President has said that
the waiver process is a routine
matter, but I disagree.  Others have
said that launching U. S. satellites
on Chinese rockets is no more
serious than sending a package
through Federal Express.  Again,
I disagree.  The President’s Na-
tional Security Advisor, Samuel
R. Berger, said in early June that
“the satellites exported to China
for launch are not used for mili-
tary purposes, nor do they result in
the transfer of missile technol-
ogy.”  Clearly, this has not been
the case.

I cannot be comfortable with
the process of launching U. S.
satellites in China until we have
adequate controls in place to pre-
vent the Chinese military from
benefitting — which brings us to
the subject of our most recent hear-
ing.

The Director of the Defense
Technology Security Administra-

tion reviewed for the committee
the history and implementation of
the monitoring and safeguards
process.  As many of us had sus-
pected, the DTSA director de-
scribed a process inadequate to
prevent technology transfers to
China—as we discovered in the
case of the Loral and Hughes com-
panies.

After hearing from DTSA, I
remain concerned that DTSA does
not have the resources needed to
carry out its monitoring mission,
that it is forced to take funds “out
of hide” and is dependent on vol-
unteer monitors.  I am concerned
that with the transfer of authority
over this process to the Commerce
Department, the priority is given
to commercial concerns and the
fiscal “bottom line”, rather than
national security interests.  And, I
am concerned that with the trans-
fer of authority came confusion
which led to at least three Chinese
launches of Hughes-built satel-
lites that were not monitored at
all.

While some may question the
significance of all of these issues,
and the importance of our investi-
gation, I say that nothing is more
important than the long term secu-
rity of our Nation.  China — one
of the last bastions of dictatorial
communism — certainly poses
long term challenges to our na-
tional security.  I can think of at
least four examples: First, Ameri-
can cities are within range of the
Chinese military’s nuclear arse-
nal and within minutes of being
targeted, even though President
Clinton recently secured a very
symbolic gesture from President
Jiang Zemin in the agreement to
de-target Chinese nuclear missiles.
Improving the reliability and ac-
curacy of these missiles is not in
our national security interests.

Second, the U. S. military
may one day face a very serious
confrontation with China in East
Asia, much more serious than what
occurred in the Straits of Taiwan
just a few years ago.  Technical
information that improves the
manufacturing process of Chinese
guidance systems that can be used
on a wide range of missiles, in-
cluding cruise missiles, is not in
our national security interests.

Third, while the U. S. mili-
tary may not be forced to directly
confront the Chinese military in
the near future, it may well face
adversaries such as Iran or North
Korea, which have benefitted from

FOR RELEASE UPON RECEIPT:  JULY 20, 1998

China’s proliferation of weapons
of mass destruction and missile
technology.  Helping to grow a
Chinese industry of reliable, low
cost launch services that can be
used to train other countries in the
business of cheap missile systems
is not in our national security in-
terests.

And finally, let us not forget
that Chinese military leaders them-
selves have recently said that the
real way to destroy the U. S. is not
with nuclear war, but with infor-
mation war.  One of the arma-
ments on the information battle-
field is a communications satel-
lite.  Allowing the Chinese to have
access to our advanced communi-
cations systems, without the nec-
essary safeguards to prevent them
from being used by the Chinese
military to launch an information
attack, is not in our national secu-
rity interests.

The recent summit in Beijing
produced great ceremony, with
much talk of partnership, but little
talk of substance.  Until the Chi-
nese take concrete actions to insti-
tute democratic freedoms, adhere
to the principles of basic human
rights, and end their practice of
proliferating weapons of mass
destruction and missile technol-
ogy, we should do nothing that
helps improve the Chinese mili-
tary, or the rogue regimes that
benefit from Chinese prolifera-
tion.  If we do, it represents harm
to our national security.  This is
why our continuing investigation
is so important.

One final thought — the pro-
cess of technology export is all
about balancing threats to our na-
tional security against benefits to
our commercial industry.  We have
seen a number of documents that
record the benefits to our com-
mercial industry and the great pres-
sures that industry has brought to
bear to ease export controls.  We
have not seen many documents
that record the debate associated
with threats to our national secu-
rity.

The Committee has asked for
such documents, but the deadline
we set for receipt of these docu-
ments has come and gone.  I hope
that this is not an indication that
the Administration did not have
such a debate.  If it is not, then I
would think that the Administra-
tion would make such documents
available immediately so that we
can factor them into our investiga-
tion.
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This week the Senate Intelligence
Committee, which I chair, met to
further investigate the national secu-
rity implications of advanced satel-
lite technology exports to China, as
well as covert Chinese efforts to in-
fluence U. S. policy.

While most of our hearings have
been held in closed session to protect
sensitive intelligence sources and
methods, as well as information per-
taining to two on-going criminal in-
vestigations, I am pleased that we
were able to hold a public hearing on
July 15, to consider a subject of great
significance to our investigation.  We
examined how effectively the U. S.
government monitors the interaction
between U. S. and Chinese aerospace
companies before, during, and after a
U. S. satellite is launched aboard a
Chinese rocket, and how the U. S.
tracks and safeguards sensitive U. S.
technology in the process.

As part of the Committee’s in-
vestigation, we have uncovered what
I believe to be systemic problems
with U. S. export policies, including
flaws in the process for screening
license applications and the episodic
and uncoordinated involvement of
the national security community. As
our investigation continues, we will
examine all satellite exports to China
and associated national security is-
sues and I expect that we will develop
further recommendations to better
safeguard sensitive U. S. technology.

The President has said that the
waiver process is a routine matter,
but I disagree.  Others have said that
launching U. S. satellites on Chinese
rockets is no more serious than send-
ing a package through Federal Ex-
press.  Again, I disagree.  The
President’s National Security Advi-
sor, Samuel R. Berger, said in early
June that “the satellites exported to
China for launch are not used for
military purposes, nor do they result
in the transfer of missile technol-
ogy.”  Clearly, this has not been the
case.

I cannot be comfortable with the
process of launching U. S. satellites
in China until we have adequate con-
trols in place to prevent the Chinese
military from benefitting — which
brings us to the subject of our most
recent hearing.

The Director of the Defense
Technology Security Administration

reviewed for the committee the his-
tory and implementation of the moni-
toring and safeguards process.  As
many of us had suspected, the DTSA
director described a process inad-
equate to prevent technology trans-
fers to China—as we discovered in
the case of the Loral and Hughes
companies.

After hearing from DTSA, I re-
main concerned that DTSA does not
have the resources needed to carry
out its monitoring mission, that it is
forced to take funds “out of hide” and
is dependent on volunteer monitors.  I
am concerned that with the transfer
of authority over this process to the
Commerce Department, the priority
is given to commercial concerns and
the fiscal “bottom line”, rather than
national security interests.  And, I am
concerned that with the transfer of
authority came confusion which led
to at least three Chinese launches of
Hughes-built satellites that were not
monitored at all.

While some may question the
significance of all of these issues, and
the importance of our investigation, I
say that nothing is more important
than the long term security of our
Nation.  China — one of the last
bastions of dictatorial communism
— certainly poses long term chal-
lenges to our national security.  I can
think of at least four examples: First,
American cities are within range of
the Chinese military’s nuclear arse-
nal and within minutes of being tar-
geted, even though President Clinton
recently secured a very symbolic ges-
ture from President Jiang Zemin in
the agreement to de-target Chinese
nuclear missiles.  Improving the reli-
ability and accuracy of these missiles
is not in our national security inter-
ests.

Second, the U. S. military may
one day face a very serious confron-
tation with China in East Asia, much
more serious than what occurred in
the Straits of Taiwan just a few years
ago.  Technical information that im-
proves the manufacturing process of
Chinese guidance systems that can
be used on a wide range of missiles,
including cruise missiles, is not in our
national security interests.

Third, while the U. S. military
may not be forced to directly con-
front the Chinese military in the near
future, it may well face adversaries

such as Iran or North Korea, which
have benefitted from China’s prolif-
eration of weapons of mass destruc-
tion and missile technology.  Helping
to grow a Chinese industry of reliable,
low cost launch services that can be
used to train other countries in the
business of cheap missile systems is
not in our national security interests.

And finally, let us not forget that
Chinese military leaders themselves
have recently said that the real way
to destroy the U. S. is not with
nuclear war, but with information
war.  One of the armaments on the
information battlefield is a communi-
cations satellite.  Allowing the Chi-
nese to have access to our advanced
communications systems, without
the necessary safeguards to prevent
them from being used by the Chinese
military to launch an information at-
tack, is not in our national security
interests.

The recent summit in Beijing pro-
duced great ceremony, with much talk
of partnership, but little talk of sub-
stance.  Until the Chinese take con-
crete actions to institute democratic
freedoms, adhere to the principles of
basic human rights, and end their prac-
tice of proliferating weapons of mass
destruction and missile technology,
we should do nothing that helps im-
prove the Chinese military, or the rogue
regimes that benefit from Chinese pro-
liferation.  If we do, it represents harm
to our national security.  This is why
our continuing investigation is so im-
portant.

One final thought — the process
of technology export is all about bal-
ancing threats to our national security
against benefits to our commercial in-
dustry.  We have seen a number of
documents that record the benefits to
our commercial industry and the great
pressures that industry has brought to
bear to ease export controls.  We have
not seen many documents that record
the debate associated with threats to
our national security.

The Committee has asked for such
documents, but the deadline we set for
receipt of these documents has come
and gone.  I hope that this is not an
indication that the Administration did
not have such a debate.  If it is not, then
I would think that the Administration
would make such documents avail-
able immediately so that we can factor
them into our investigation.
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